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1	Overall description
SA3 is currently studying the security impacts of virtualisation (FS_SIV). Solution #5 in TR 33.848 proposes a mechanism for attesting to the security state of the 3GGP systems and supporting components. To achieve this the solution defines a new security function, the Profile and Attestation Check Function (PACF). The PACF proposes to embed the capabilities of the MnF to provide the PACF with the functionality to retrieve information from the MANO. 
We would like to get feedback on the following questions. 
1. Can the MnF functionality be embedded into an SA3-defined network function? 
2. Can SA5 provide details about the MnF interfaces between the 3GPP system and MANO?
2	Actions
To SA5
ACTION: 	
SA3 kindly ask SA5 to provide answers to above questions.

3	Dates of next TSG SA WG 3 meetings
SA3#109-bis	16-20 January 2023	Online
SA3#110	20-24 February 2023	Athens, GR
